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		Abstract

		Despite exponential improvements in Data, Models, and, Algorithms and advancements in Artificial Intelligence (AI) and Quantum Computing technologies, the bar on national and organizational Security has been raised by COVID19 global disruptions that include ongoing global cyber-attacks. As world’s first, foremost, and, largest Digital Transformation Network that pioneered Digital and Virtual Organizations practices spanning Silicon Valley, Wall Street, Pentagon, and, worldwide organizations, our latest Air Force Research Lab Ventures are advancing C4I-Cyber Command & Control Practices, Technologies, Ventures, and Networks to meet the post-COVID19 Risk Management realities. In spite of latest AI and Quantum Computing capabilities powering Business-IT Performance, COVID19 has highlighted the critical significance of Resilience and Sustainability of Command and Control (C2) capabilities of Systems powering National Defense & Space, Critical Infrastructures, all Enterprises, and, Intra- and Inter-Enterprise Networks for organizational, national, and, global survival. Given unprecedented global and national cyber-attacks, critical Systems need to advance beyond C2 to include focus on Adversarial C2 and Counter-Adversarial C2 capabilities to survive and thrive. Drawing upon our latest contributions to advancing US Global and National Defense & Space capabilities spanning Air-Space-Cyberspace such as the Advanced Battle Management System (ABMS) Joint All Domain Command & Control (JADC2), our latest State of New York Cybersecurity Conference presentation will help Cyber Security and Risk Management professionals, managers, and, leaders advance Beyond Data, Beyond Models, and, Beyond Algorithms to effectively preempt risks posed by the latest and greatest adversarial threats. We shall build upon our Practices advancing upon the National Institute of Standards and Technology (NIST) Risk Management and Risk Engineering frameworks for AI, Machine Learning, Quantitative, Cyber, Crypto, and, Quantum Risk Computing to counter the C2 risks for enterprises, systems, and, infrastructures – commercial, government, military, and other – connected to the Internet.

(Downloadable Interactive PowerPoint Slides To Accompany Virtual Conference Keynote Scheduled for Wednesday, June 9, 2:00 PM - 3:00 PM EDT, New York State Cyber Security Conference, Albany, New York, USA) 
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